MARCH 13, 2012 LNPA WORKING GROUP APT ACTION ITEMS ASSIGNED:

NOTE:  FOR THE FOLLOWING ACTION ITEMS THIS NUMBERING SCHEME APPLIES:
· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA WG  MEETING/CALL
· SECOND TWO DIGITS DESIGNATE THE DAY OF THE LNPA WG MEETING/CALL
· THIRD TWO DIGITS DESIGNATE THE YEAR OF THE LNPA WG MEETING/CALL
· ALPHA CHARACTERS INDICATE WHETHER ACTION ITEM WAS ASSIGNED TO APT (“APT”) OR FULL LNPA WG (“LNPAWG”)
· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER

NEUSTAR ACTION ITEMS:

031312-APT-01:  Neustar will revise the attached SOW 24 testing requirements based on
changes discussed at the March 13, 2012 APT meeting for review at the May 8, 2012 APT meeting.



031312-APT-02:  Neustar will add a note in the attached NANC 447 Change Order
 	stating that dual stacks (IPv4 and IPv6) will be supported



031312-APT-03:  Neustar will contact directly those users that request BDDs with pooled
SVs to let them know that support of non-EDR will sunset at the end of 2Q2012.  Neustar will provide feedback at the May 8, 2012 APT meeting.

031312-APT-04:  Regarding NANC 372 – Alternative NPAC Interface – Neustar will
create a tracking document of key questions that need answered and what decisions are made in order to focus our ongoing discussions.  Pros and cons of each needed decision will be included in the document, e.g., JSON vs. XML.

ACTION ITEMS REMAINING OPEN FROM PREVIOUS APT MEETINGS:

NOTE:  FOR THE FOLLOWING ACTION ITEMS THIS NUMBERING SCHEME APPLIES:
· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA WG  MEETING/CALL
· SECOND TWO DIGITS DESIGNATE THE DAY OF THE LNPA WG MEETING/CALL
· THIRD TWO DIGITS DESIGNATE THE YEAR OF THE LNPA WG MEETING/CALL
· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER

051011-16:  Neustar and Telcordia will create a list of Vendor (ITP) and Service Provider
regression test cases, identify which are Vendor (ITP) and which are regression or which are both, determine which are conditional, and which apply to the following four categories:
1. New Service Provider and New Vendor,
2. New Service Provider and Experienced Vendor,
3. Experienced Service Provider and New Vendor,
4. Experienced Service Provider and Experienced Vendor.

The status of this work effort will be provided on the June 14, 2011 APT conference call and at the APT portion of the July 2011 LNPA WG meeting.

March 13, 2012 meeting update:  Item remains Open and ongoing.  At the July 12, 2011 APT meeting, a sub-team was formed made up of John Nakamura (Neustar and sub-team lead), Jim Rooks (Neustar), Pat White (Telcordia), Lisa Marie Maxson (Telcordia), John Malyar (Telcordia), Kayla Sharbaugh (Telcordia), Suzanne Addington (Sprint Nextel), Karen Fahrenbruch (CenturyLink), Renee Dillon (AT&T Mobility), Linda Peterman (Earthlink), Jim Seigler (DSET), and Gary Sacra (Verizon).  Separate conference calls are being held to review and revise the test plans.

NOTE:  FOR THE FOLLOWING ACTION ITEMS THIS NUMBERING SCHEME APPLIES:
· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA WG  MEETING/CALL
· SECOND TWO DIGITS DESIGNATE THE DAY OF THE LNPA WG MEETING/CALL
· THIRD TWO DIGITS DESIGNATE THE YEAR OF THE LNPA WG MEETING/CALL
· ALPHA CHARACTERS INDICATE WHETHER ACTION ITEM WAS ASSIGNED TO APT (“APT”) OR FULL LNPA WG (“LNPAWG”)
· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER

091311-APT-02:  As a part of the effort to review and update the Vendor ITP and Service
Provider Turn-up Test Plans, the APT Test Plan Sub-team will identify to the full LNPA WG any functionality that is recommended for consideration to be sunsetted.

March 13, 2012 meeting update:  Item remains Open.
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Business Need:

Currently the NPAC supports IPv4 as the Internet addressing protocol.  Due to various corporate initiatives, several Service Providers have inquired about the desire and timeline of the NPAC supporting IPv6 addresses.  The purpose of this change order is to request analysis to determine the feasibility and timing of adding support for IPv6.

What is IPv6?

IPv6 network protocol is the successor to IPv4, the Internet addressing protocol which has been used for many years since the early days of the Internet.  When the Internet was first established, it was a research network and the addressing was limited.  It was never thought that it would be used to connect everything from a mobile phone to a hi-fi or refrigerator.  Opinions vary greatly but current estimates indicate that we will run out of available IPv4 based addresses in the next few years. IPv6 solves this problem and also introduces new features to improve how the Internet works.  The current IPv4 address space contains 232 or approximately 4.3 billion addresses.  The number of addresses offered by IPv6 is 2128 or approximately 340 undecillion (3.4 x 1038 or 340 trillion networks of one trillion addresses each).

Links for more info on IPv6:

http://en.wikipedia.org/wiki/IPv6

http://www.networkdictionary.com/networking/IPv6vsIPv4.php

How does this affect the NPAC?

Currently, all network communication between service providers and the NPAC (i.e., SOA, LSMS, LTI, web sites, email, etc.) use IPv4 addresses.  In addition to network routing, there is an IPv4 address embedded in the NSAP (Network Service Access Point) used by the OSI stack.  This means there must be changes made for the LNP systems (NPAC, SOA, and LSMS) to use IPv6.





Description of Change:



To facilitate a transition from IPv4 to IPv6 the NPAC should use a dual-stack approach, allowing providers to migrate their networks on their corporate timetable.





FRS:



IIS:



GDMO:



ASN.1:
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2.6  Requirements for Interoperability Testing  

Interoperability Testing (“ITP”) must be performed on a SOA/LSMS developer's software anytime that a change is made to the interface (GDMO or ASN.1) of either the NPAC SMS or the Developer's SOA/LSMS.  In the event that the interface change is initiated by the NPAC SMS, the SOA/LSMS developers shall perform ITP on each version of SOA/LSMS software that may potentially be used by Users with the new NPAC SMS interface.

The following outlines the required level of testing for specific scenarios:

(a) When a local product (SOA/LSMS) is compiled with the current interface model, and a new local feature (SOA/LSMS feature) is implemented that does NOT involve a change in the use of the interface model, and the NPAC SMS is compiled with the current model, then no ITP testing is required.

(b) When a local product is compiled with the current interface model, and no new local features implemented, and the NPAC SMS is compiled with the new interface model, then ITP testing is required [standard regression test cases].

(c) When a local product is compiled with the new interface model, and no new local features implemented, and the NPAC SMS is compiled with the new interface model, then ITP testing is required [standard regression test cases].

(d) When a local product is compiled with the new interface model, and new local features are implemented that involve the interface, and the NPAC SMS is compiled with the new interface model, then ITP testing is required [standard regression test cases and new functionality test cases].

(e) When a local product is compiled with the current interface model, and new local features are implemented that involve the interface, and the NPAC SMS is compiled with the current model, then ITP testing is required [new functionality test cases].  (Note that the regression test cases would have been addressed when the vendor upgraded the local product to the current version of the interface model.)

(f) When the operating system software of a local product (i.e., a SOA or LSMS that connects to the NPAC SMS) is upgraded, and this results in any OSI stack or CMIP toolkit change, then ITP testing is required [standard regression test cases].

(g) When the operating system of a local product (i.e., a SOA or LSMS that connects to the NPAC SMS) is changed (e.g. OS vendor A to OS vendor B), then ITP testing is required [standard regression test cases].

2.7  Requirements for Turn-Up Testing

Turn-Up Testing, which includes new NPAC SMS software release functionality testing and regression testing, must be performed on a Service Provider’s SOA/LSMS software anytime that a change is made to the interface (GDMO or ASN.1) of the NPAC SMS.  In the event that the interface change is initiated by the NPAC SMS, the Users shall perform Turn-Up Testing on each version of SOA/LSMS software that may potentially be used with the new NPAC SMS interface.

The following outlines the required level of testing for specific scenarios:

(h) When a local product (SOA/LSMS) is compiled with the current interface model, and a new local feature (SOA/LSMS feature) is implemented that does NOT involve a change in the use of the interface model, and the NPAC SMS is compiled with the current model, then Turn-Up Testing is optional.  Test cases to be performed at the discretion of User. [standard regression test cases].

(i) When a local product is compiled with the current interface model, and no new local features are implemented that involve the interface, and the NPAC SMS is compiled with the new interface model, then Turn-Up Testing is required [standard regression test cases].

(j) When a local product is compiled with the new interface model, and no new local features are implemented that involve the interface, and the NPAC SMS is compiled with the new interface model, then Turn-Up Testing is required [standard regression test cases].

(k) When a local product is compiled with the new interface model, and new local features are implemented that involve the interface, and the NPAC SMS is compiled with the new interface model, then Turn-Up Testing is required [standard regression test cases and new functionality test cases].

(l) When a local product is compiled with the current interface model, and new local features are implemented that involve the interface, and the NPAC SMS is compiled with the current model, then Turn-Up Testing is required [standard regression test cases and new functionality test cases].  

(m) When the operating system software of a local product (i.e., a SOA or LSMS that connects to the NPAC SMS) is upgraded, and this results in any OSI stack or CMIP toolkit change, then Turn-Up Testing is required [standard regression test cases].  

(n) When the operating system of a local product (i.e., a SOA or LSMS that connects to the NPAC SMS) is changed (e.g. OS vendor A to OS vendor B), then Turn-Up Testing is required [standard regression test cases].  

(o) When the hardware of a local product (i.e., a SOA or LSMS that connects to the NPAC SMS) is changed, and the system used by the vendor to perform ITP testing is substantially different from the local product, then Turn-Up Testing is required [standard regression test cases].  
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